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1. w5 Tego I Shier : 1x6=6
Choose the correct answer :
(a) AT I P
Dynamic web.page
() RAR e = ARAMR @3 =

is same every time whenever it
displays
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(i) @B FAR A AHRI {1 SGPIRR TN
REGREC Y SR S

generates' on demand by a program
or a request from browser

(iii) (i) OF (ii) D!
.-Both (i) and (i)

(iv) Wﬁt«smm Ve

is different always in a predefined

order

(b) =S AR ORI SO oIl (ISR SRS

ez | RAffRe @mor bt g2

Many cyber crimes come under the
Indian Penal Code. Which one of the
following is an example?

(i) %-C3a Qe SRfFe AT coraet

Sending threatening messages by
E-mail

(i) TR 6 wiwfS
Forgery of electronic record
(i) T LB
Bogus website

(iv) €[ AIAER
All of the above

(3)

(¢ I Them fifm % wIF CRR @

(d)

GFITH NN AR IR/ FA |

Many social media sites and services
provide for legitimate account
verification.

() o G

Retina scanning
(i) =ghR e cER
Fingerprint scanning
(iii) ¢l
CAPTCHA

(iv) {-ICTA ANNIIA
2-step verification
PufRe @mia 236 16 FI?

Which of the
e-commerce?

() TAERFeIR I TN

Doing business electronically

(i) I I
Doing business

following describes

i) TR RH

Sale of goods

(iv) SR AR
All of the above
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fe) TR @R @RI IR CRIE @ T

TR TR B =2

Which of the following is not an

appropriate way of targeting a mobile

phone for hacking?

() CRE e oo T
Target  mobile hardware
vulnerabilities

(i) ASPPIR Y{AORF w1 |
Target apps’ vulnerabilities

(i) *H-CFS PR TIF =R DA
]

Set-up keyloggers and spyware in
smart-phones

(iv) et Ffe o
Snatch the phone

(N iz ©. AR @G R LARAE @FET
TR A e A 2
Which Section of the IT Act deals with the
legal recognition of electronic records?
@ T
Section 2

Kl

(i) 4 8
Section 4
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(5)

(iii) 491 ¢
Section 5

 (iv) TR

Section 6

2. ﬁaﬁﬁéwwm(ﬁmmﬁ 2x§=12

‘Answer the following'qpestions (any siy :

(a)

(b)

(c)

(@)

(e)

HIRARC ¥ 2
What is cyberspace?

T IR @ (V. ot Eﬁ%) e
What is World Wide Web (WWW)?
= R o P B e AR
Define zero day and zero click attack.

ﬁm««mﬁvwwmwn

Mention the different types of social
media.

gt e

_ What is E-commerce?

(9)
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FRIRAE P R & =0
What do you mean by firewall?

@R AR B R 2

What are the components of Web
technology? .
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3. fPRe oaRs Tes fim (R e rsht) -

6x7=42

Answer the following questions (any seven) :

(a)

(c)

mm@a‘mwn

Describe the architecture of cyberspace.

P S '

What are the various types of cyber
crime? ,

ﬁfﬁ?" '

What are the best practices for the use of

social media?

(d) Z-TUBF TAMFCAR I T4 §

2

]
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Describe  the components of
E-commerce. »

TEE ¢ JaErem AfdEn 39 T
Describe the security patch
management process.

SRR TR RRA ASTTER I 4 0

Describe the various challenges in cyber
security.
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TR SR cRiRer Ry e i1

Explain about the classification of cyber
crimes.

wEie & Rt jreier & &2

What are the opportunities of online

social media?

RREe Aoy R 7 WA RER B2 I

9
.What' is digital payment? What are its

types? Describe.

egs M 3 =01

" Describe the password policy.

% Jr ok
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